网络安全自检自查报告

为了加强我司网络安全管理，保护系统的安全，促进我司网络技术的应用和成长，保障各项网络工作的顺利开展，现将自检自查情况报告如下：

1. 落实网络安全工作领导责任制

我司领导高度重视网络安全工作，本着加强检查，明确责任，落实制度的指导思想，形成了由主要领导亲自抓，部门领导具体抓，全体员工认真落实的工作格局。根据此项工作的检查要求，全面开展网络安全自查自改，对存在的问题及时总结纠正，确保整改工作落到实处、取得实效、保障网络安全工作的顺利实施。

1. 强化管理，不断提升网站服务水平

叫叫阅读学院网站于\*\*年建立，本着信息公开，互动交流的原则，不断加强日常维护管理，努力提升网站水平。一是由专人负责网站管理的日常性工作，主要负责信息上传，检查网站运行和页面显示是否正常，并做好日常检查和监测，发现问题或出现突发情况及时妥善处理。二是网站设置的板块齐全，内容丰富，展示出公司蓬勃发展的活力和积极向上的朝气。

1. 安全防范措施落实情况
2. 公司机房安装了硬件防火墙，同时配置安装了专业杀毒软件，加强了在防篡改，防病毒，防攻击，防瘫痪，防泄密等方面的有效性。
3. 网站服务器设有开机密码，信息中心工作人员负责保密管理，且规定严禁外泄。
4. 网站管理人员对网站实行密码管理，网站所要发布内容一律要通过管理员验证才能发表、删除、修改。
5. 网站应急响应机制建设情况
6. 及时对系统和软件进行更新，对网站重要文件、信息资源做到及时备份，数据修复。
7. 积极与网络安全保障经验丰富的人员取得沟通，定期对网站安全保障工作进行检查指导，在突发网站安全事件时给予技术支持。
8. 自查中发现的不足和整改意见

存在不足：一是专业技术人员较少，信息系统安全方面可投入的力量有限；二是应急机制初步建立，但还不完善。

整改方向：一是加强对公司员工计算机水平和网络安全意识教育，提高有关人员做好网络安全工作的主动性和自觉性。

二是切实增强信息安全制度的落实工作，安排专人，完善设施，密切监测，不定期的对安全制度执行情况进行检查。对于导致不良后果的责任人，要严肃追究责任，从而提高人员安全防护意识。

三是加强对网站的监督管理，严格网站信息发布制度，加大对信息内容，信息权威性、一致性和时效性的监管力度。